
Topologies

Overview

The configuration, or topology, of a network is vital to determining its performance.
Topology is the way a network is arranged, including the physical or logical description
of how links and nodes are found to relate to every other. It maps how different nodes
on a network--including switches and routers--are placed and interconnected, as well as
how data flows. Diagramming the locations of endpoints and repair requirements helps
determine the most precise placement for every node to optimize traffic flows. A
well-planned topology enhances the user experience and allows administrators to
maximize performance while fulfilling business needs. When the proper topology is
chosen for a business's needs, it's easier to locate faults, troubleshoot and fixes
problems, and share resources across networks.

Type of Physical Topologies

The physical topology refers to the particular connections (wires, cables, etc.) of how the
network is arranged. Setup, maintenance, and provisioning tasks require insight into the
physical network. The subsequent are some of the physical topologies:

Bus topology

As depicted in Figure 1, it typically uses a single cable running throughout, requiring
connectivity. Early Ethernet networks commonly relied on bus topologies.

Figure 1:  Bus Topology
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Every device connected to this structure requires a network segment. One network
segment may be a single collision domain, which suggests that each one device
connected to the bus might attempt to gain access to the bus at an equivalent time,
leading to a condition referred to as a collision. Table 1-1 identifies a number of
characteristics, benefits, and disadvantages of the bus.

Characteristics Benefits Drawbacks

One cable is used per
network segment.

Less cable is required to
put in a bus, as compared
with other topologies.

Because one cable is
operating per network
segment, the cable
becomes a possible single
point of failure.

To maintain the cable's
electrical characteristics
appropriately, the line
requires a terminator (of a
selected resistance) at
each end of the cable.

Counting on the media
operating by the bus, a bus
is often less costly.

Troubleshooting a bus is
often tricky because
problem isolation might
require an inspection of
multiple network taps to
make sure they either have
an endpoint connected or
they're correctly
terminated.

Bus topologies were
popular in early Ethernet
networks.

Installation of a network
supported by a bus is
more superficial than
another topology,
requiring extra wiring to be
installed.

Adding devices to a bus
might cause an outage for
other users on the bus.

Network components tap
directly into the cable via
a connector like a T
connector or a vampire
tap.

Not Applicable A fault condition existing
on one device on the bus
can impact the
performance of other
devices on the bus.

Table 1
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Ring topology

Figure 2 offers an example of a ring topology, where traffic flows circularly around a
closed network loop (that is, a ring). Typically, this topology sends data, during a single
direction, to every connected device successively until the intended destination receives
the info. Token Ring networks typically relied on the same topology, although the ring
may need been the topology, whereas physically, the topology was a star.

Figure 2:  Ring Topology

The method of transferring data within the ring structure is named token passing. A
token may be a particular sequence of bits containing control information. Owning the
ticket allows a network device to transfer data to the network. There's just one token in
each network. The sending computer removes the token from the ring and sends the
requested data within the circle. Each computer forwards the info until the packet finds
the pc that matches the info address. The receiving computer then sends a message
that the information has been received back to the sending computer. After verification,
the sending computer creates a replacement token and releases it to the network.

3



Because this topology allows devices on the ring to require turns transmitting,
contention for media access wasn't dragged because it was for a bus. If the crew was
broken at any point, data would stop flowing. Table 2 identifies a number of the primary
characteristics, benefits, and disadvantages of a hoop topology.

Characteristics Benefits Drawbacks

Devices are interconnected
by connecting to one ring
or, in some cases (for
example, FDDI), a dual
ring.

A double ring topology
adds a layer of fault
tolerance. Therefore, if a
cable break occurred,
connectivity to all or any
devices might be restored.

An opportunity when one
ring topology is employed
leads to a network outage
for all devices connected
to the ring.

Each device includes both
a receiver (for the
incoming cable) and a
transmitter (for the
outgoing line).

Troubleshooting is
simplified in a cable break
because each device
contains a repeater. When
the repeater on the far
side of a cable break
doesn't receive any data
within a particular amount
of your time, it reports a
fault condition (typically
within the sort of an
indicator light on a
network interface card
[NIC]).

Rings have scalability
limitations. Specifically, it
features a maximum
length and a maximum
number of attached
stations. Once either of
those limits is exceeded,
one ring might be divided
into two interconnected
rings. A network
maintenance window
might get to be scheduled
to perform this ring
division.

Each device on the ring
repeats the signal it
receives.

Because this network must
be a complete loop, the
quantity of cable required
for a ring is usually above
the quantity of line needed
for a bus topology serving
an equivalent Several
devices.

Table 2
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Star topology

Star topology may be where each piece of a network is attached to a central node (often
called a hub or switch). The attachment of those network pieces to the main component
is visually represented during a form, almost like a star.
Computers aren't connected to at least one another in a star but are all connected to a
central hub or switch. When a computer sends data to other computers on the network,
it's sent along the cable to a central hub or control, determining which port it must send
the info through for it to succeed in the right destination.

Figure 3:  Star Topology

Characteristics Benefits Drawbacks

Devices have independent
connections back to a
central device (for
example, a hub or a
switch).

A cable break only impacts
the device connected via
the broken cable and not
the whole topology.

More cable is required for
a star, as against bus or
ring topologies because
each device requires its
line to attach back to the
central device.

Star topologies are
commonly used with
Ethernet technologies

Troubleshooting is
comparatively simple
because a central device
within the star acts
because the aggregation
point of all the connected
devices.

Installation can take longer
for a star than against a
bus or ring topology
because more cable runs
have to be installed.

Table 3
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Mesh topology

A mesh may be a network setup where each computer and network device is
interconnected with each other. This topology setup allows for many transmissions to
be distributed, albeit one among the connections goes down. It's a topology commonly
used for wireless networks. Below may be a visual example of an accessible computer
found out on a web employing a mesh.
Each computer not only sends its signals but also relays data from other computers.
This sort of topology is costly as It's challenging to determine the connections of the
mesh. During a mesh, every node features a point-to-point connection to the opposite
node. The links within the mesh are often wired or wireless.

Figure 4: Mesh Topology
Mesh network topologies create multiple routes for information to travel among
connected nodes. This approach increases the resilience of the network just in case of a
node or connection failure. More extensive mesh networks may include multiple
routers, switches, and other devices, which operate as nodes. A mesh network can
consist of many wireless mesh nodes, which allows it to span an outsized area.
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Characteristics Benefits Drawbacks

Selected sites (that is,
areas with frequent
intersite communication)
are interconnected via
direct links, whereas sites
with less regular contact
can communicate via
another site.

A partial-mesh topology
provides optimal routes
between selected sites
with higher intersite traffic
volumes while avoiding the
expense of interconnecting
every site to each other
site.

A partial-mesh topology is
a smaller amount
fault-tolerant than a
full-mesh topology.

A partial-mesh topology
uses fewer links than a
full-mesh topology and
more links than a
hub-and-spoke topology
for interconnecting an
equivalent number of
places.

A partial-mesh topology is
more redundant than a
hub and spoke topology.

A partial-mesh topology is
costlier than a
hub-and-spoke topology.

Table 4
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